
 

Security Tips (www.eximmitra.in) 

1. Kindly check that your URL for login and subsequent pages start 

with https://eximmitra.in/en/login 

2. Do use hard-to-guess passwords or passphrases. A password should 

have minimum 6 characters using uppercase letters, lowercase letters, 

numbers and special characters. 

3. Do keep your passwords or passphrases confidential. DON’T share 

them with others or write them down.  

4. Kindly clear browser cache after usage. 

5.  Try to avoid login from public computers or WIFI. 

6. Use only recommended browsers (latest versions of Internet Explorer, 

Mozila, firefox, Google Chrome & Safari). 

7.  Kindly do not leave your session unattended. 

8. Kindly ensure your computer/device is free of malware (Virus,Trojans 

etc). 

9. Always verify and install the authentic Exim-Mitra mobile app from 

Google play store. 
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